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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes a solution for Key Issue #3.
1	Discussion
This paper is a new solutions for Key Issue #3 - Support of Ambient IoT Services.
2	Proposal
It is proposed to include the following changes in TR 23.700-13 v0.2.0.

[bookmark: _Toc93073650]		* * * * Start of Changes – All New Text * * * *
[bookmark: _Toc157674380][bookmark: _Toc157682321]6.x	Solution #x: Ambient Device and Intermediate Node Location Association
[bookmark: _Toc157674382][bookmark: _Toc157682323]6.x.1	Functional Description
This solution addresses Key Issue #3 "Support of Ambient IoT Services".
The principle of this solution is that, when the AF needs to check the location of an Ambient IoT Device, the network can check if the Ambient IoT Device is associated with an Intermediate Node (IN) and provide the location of the IN to the AF.
6.x.2	Procedures
The procedure of Figure 6.x.2-1 show a procedure where the Ambient IoT Device and IN associate and the IN reports the association to the network. Later, when the AF needs to check the location of the Ambient IoT Device, the network will check if the IN and Ambient IoT Device are still associated. If they are associated, the network will provide location information (i.e. the location of the IN) to the AF. 
The procedure assumes that the IN reports to the network when it forms an association (i.e. can communicate) with an Ambient IoT Device. It also assumes that the IN does not periodically update the network with information about the association with the Ambient IoT Device as it would generate a lot of signalling.



[bookmark: _CRFigure4_16_7_21]Figure 6.x.2-1: Intermediate Node and Ambient Device Location Association.
1. The network obtains information about the IN and Ambient IoT being associated and the information about the association is stored in an NF (e.g. the UDM/UDR). For example, the network could have detected that the Ambient IoT device communicated via the IN. 
2. The AF sends a request to the NEF to request location information for the Ambient IoT Device.
3. The NEF sends the request for location information to the UDM/UDR. 
4. The UDM checks if the Ambient IoT Device is associated with any IN, obtains the identity of the IN that the Ambient IoT Device was last associated with, and sends a request to the serving AMF of the IN to check if the Ambient IoT Device and IN are still associated. 
If the IN is in CM-IDLE, steps 5-8 are performed and steps 9-10 are not performed. If the IN is in CM-CONNECTED, steps 5-8 are not performed and steps 9-10 are performed.
5. Id the IN is CM-IDLE, the AMF sends a paging request toward the AN. The paging request includes the identity of the IN, the identity of the Ambient IoT Device, and an indication that the purpose of the page is to check if the Ambient IoT Device and IN are still associated (i.e. able to communicate). 
6. The IN is paged. The paging messaage indicates that the purpose of the page is to check if the Ambient IoT Device and IN are still associated.
7. The IN sends an RRC Message to the AN that indicates whether the IN and Ambient IoT Device are associated (i.e. able to communicate or very recently communicated).
8. The AN sends a paging result to the AMF. The message indicates whether the IN indicated if the Ambient IoT Device is still associated with the IN. After this step, the procedure continues at step 11.
9. If the IN is in CM-CONNECTED, the AMF sends a NAS message to the UE to check if the Ambient IoT Device is still associated with the IN. The NAS message includes the identity of the Ambient IoT Device.  
10. The IN replies by sending a NAS message that indicates whether the IN and Ambient IoT Device are associated (i.e. able to communicate or very recently communicated).
11. The AMF sends a response to the UDM/UDR to indicate if the IN and Ambient IoT Device and still associated. If the IN and Ambient IoT Device are associated, the AMF includes the location of the IN.
12. Upon receiving an information about the IN and Ambient IoT Device association, The UDM sends the location lookup response to the NEF. If UE and IN are still associated, the UDM sends IN location information in the response to the NEF. 
13. In Step 13, the NEF sends the received location information to the AF. If the network is not aware of the Ambient IoT Device being associated with any IN, the response may indicate that the Ambient IoT Device’s location is unknown.
[bookmark: _Toc157674384][bookmark: _Toc157682325]6.x.3	Impacts on existing services, entities, and interfaces

Intermediate Node:
· In CM-IDLE, receives a paging message that includes an Ambient IoT Device ID and indicates that the purpose of the page is to check if an Ambient IoT Device is associated the IN.
· In CM-IDLE, sends an RRC message that indicates if the Ambient IoT Device is associated with the IN.
· In CM-CONNECTED, receives a NAS message that asks if an Ambient IoT Device is associated with the IN.
· In CM-CONNECTED, sends a NAS message that indicates if the Ambient IoT Device is associated with the IN.
Access Network:
· Receives a request to page an intermediate node to check if an Ambient IoT Device is associated the IN.
· Receives an RRC message that indicates if the Ambient IoT Device is associated with the IN.
· Sends a message to the AMF to indicate if the Ambient IoT Device is associated with the IN.
AMF:
· Receives a request from an NF (e.g. the UDM/UDR) to check if an Ambient IoT Device and IN are associated.
· Sends a request to page an intermediate node to check if an Ambient IoT Device is associated the IN (for the CM-IDLE scenario).
· Receives a message from the AN that indicates if the Ambient IoT Device is associated with the IN (for the CM-IDLE scenario).
· Sends a NAS message that asks if an Ambient IoT Device is associated with the IN (for the CM-CONNECTED scenario).
· Receives a NAS message that indicates if the Ambient IoT Device is associated with the IN (for the CM-CONNECTED scenario).
UDM/UDR:
· Stores/Provides: Store information about what IN the Ambient IoT Device was last associated with.
· Receives a request, from an AF or NEF, for the Ambient IoT Device’s location.
· Sends a request to the AMF to check if the IN and Ambient IoT Device are still associated.
· Sends a response, to an AF or NEF, with the Ambient IoT Device’s location (i.e. the location of the IN).
* * * * End of Changes * * * *
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